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Cybersecurity & Data Privacy
Our Cybersecurity & Data Privacy lawyers provide comprehensive privacy 
compliance and data security risk-management services to clients worldwide. 

Today’s businesses face an increasing demand to address critical cybersecurity, data 
protection, and privacy law issues. Drawing on the resources of our transactional, regulatory, 
and litigation practices as needed, our agile team helps implement security programs, plans, 
policies, procedures, and compliance infrastructures that reduce the strategic and financial 
risk of data loss without the fear of increasing your liability from regulatory enforcement or 
litigation. We also provide practical guidance on information-related management and risk 
before, during, and after data breaches and cyber incidents, leveraging our cross-disciplinary 
network of forensic, public relations, and crisis management business partners as needed.

After a comprehensive analysis of potential cyber and privacy risks, we develop, execute, 
and maintain tailored solutions, including jurisdiction-specific information security policies. We 
also establish compliant intrusion detection and incident response procedures, advise 
management and boards of directors on cyber-risk insurance policies, examine cybersecurity 
as part of merger and acquisition due diligence, coordinate on the discovery and production 
of sensitive personal information in litigation, and negotiate transactions for technologies and 
services requisite to compliance. 

From advice and counseling when issues or concerns are identified to defense of class-
action litigation and government enforcement actions, we offer a comprehensive scope of 
cybersecurity and data privacy services, including:
 Big data and analytics involving everything from acquisition to storage and use
 Federal Contractor assistance in crafting and implementing regulatory cybersecurity 

requirements (FAR, DFARS, NIST, etc.), including express obligations imposed on both 
Defense Department and civilian contractors and their subcontractors

 Creation and revisions to internal and online privacy notifications and policies to address 
evolving requirements found in the European Union’s General Data Protection Regulation 
(GDPR), the California Consumer Privacy Act (CCPA), and like statutes and regulations 
across the globe. 

 Commercial data collection and use related to marketing, sweepstakes, and promotions 
 Operational compliance in regulated and nonregulated industries, including HIPAA, 

FINRA, PCI-DSS, SSAE, Shine-the-Light, NIST Cybersecurity regiments, and the 
Cybersecurity Maturity Model Certification 

 Breach and incident response, working closely with or defending against law enforcement 
and regulatory authorities

 Insurance coverage, including insurance policy audits, evaluating existing coverage 
versus potential risks, and submitting claims on behalf of policyholders 

 Insurance recovery for first-party losses and third-party liability through negotiations and 
litigation

Representative Matters
Multinational Pharmaceutical Company—Cyber insurance recovery claim
Argued the cause for amici curiae in a cyber insurance recovery claim involving a 
multinational pharmaceutical company before the Superior Court of New Jersey Appellate 
Division. We convinced the Court that the war exclusion in an all-risk property policy is 
inapplicable to a cyberattack on a non-military company, even if it originated from a 
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government or sovereign power. The court agreed that the exclusion’s plain language 
requires the involvement of military action. The insurers, therefore, were required to pay the 
$1.4 billion in damages under the “all-risk” policies.

Alerts
New Jersey’s NEW Data Privacy Law, Data Privacy Law Alert, 1.18.2024

Are You Ready? How CCPA-Regulated Businesses Can Plan for Compliance with 
California’s Forthcoming Cybersecurity Regulations, Privacy Alert, 11.20.2023

President Biden’s Executive Order on AI: Bringing Law to the New Frontier, Intellectual 
Property Alert, 11.16.2023

Venture Capital & Emerging Growth Companies January 2020 Highlights, Venture Capital & 
Emerging Growth Companies Alert, 1.10.2020

California Shakes Up Data Privacy for 2020, Cybersecurity & Data Privacy, 11.13.2019

Venture Capital & Emerging Growth Companies November 2019 Highlights, Venture Capital 
& Emerging Growth Companies Alert, 11.8.2019

Surf’s Up—California Introduces the Next Wave of the Data Privacy Revolution, 
Cybersecurity & Data Privacy Alert, 2.26.2019

Data Privacy Gets Pricey: First Enforcement Outside the European Union, Data Privacy Alert, 
1.16.2019

EC to U.S.: The (Privacy Shield) Kids are Alright., Cybersecurity & Data Privacy Alert, 
10.19.2017

Switches and Sweets: Belsnickel Brings Defense Contractors and Subcontractors New 
Cybersecurity Controls in Preholiday Revisions of NIST Cybersecurity Publication, 
Government Contracts Alert, 12.28.2016

Beware the Booty-Encrusted Hook: Cybersecurity Vendors Should Use Caution Approaching 
GSA’s IT-70 Solicitation for Highly Adaptive Cybersecurity Services, or “HACS”, Government 
Contracts Alert, August 30.2016

It’s Time. Pick up the Shield., Cybersecurity & Data Privacy Alert, 7.27.2016

Shield, Sword or Plough Ahead? Approval of New EU Privacy Shield Forces a Decision, 
Cybersecurity & Data Privacy Alert, 7.21.2016

Fourth Circuit Finds Insurer Must Defend Data Breach Claims Against Its Insured Under Its 
Standard CGL Policy, Cybersecurity & Data Privacy Alert, 4.13.2016

Websites Required to Post “About Us” Contact Info Under New Florida Law, Intellectual 
Property Alert, 5.27.2015

Articles
Helping CCPA Regulated Businesses Prepare For California’s Upcoming Cybersecurity and 
Automated Decision-Making Technology Regulations, American Bar Association, 1.23.2024

SEC vs. CISO: The Truth, the Whole Truth, and Nothing but the Truth, CyberCX, 12.21.2023

They’re Here: New Cybersecurity Rules and Requirements Arrive to Haunt Defense 
Contractors, The Government Contractor, 10.16.2020

Be Sure to Drink Your Ovaltine—the DOD Cybersecurity Decoder Pin for Federal Encryption 
Standards, The Government Contractor/Government Contracts Law Blog, 2.26.2020
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Guerrillas of the NIST: DOD Re-Attacks Supply Chain and Contractor Cybersecurity (Part II), 
The Government Contractor, August 16.2019

Guerrillas of the NIST: DOD Re-Attacks Supply Chain and Contractor Cybersecurity (Part 1), 
The Government Contractor, August 7.2019

ADR in the Age of Cybersecurity, New York Dispute Resolution Lawyer, 4.3.2019

Cyber Threat Intelligence: Make Sure It Means What You Think It Means, Nuix 2018 Black 
Report, 4.13.2018

Lurking in the NIST—Why Federal Contractors May Be Misreading Their Cybersecurity 
Safeguarding Requirements, The Government Contractor, 10.11.2017

GSA Technology Acquisitions: How Cybersecurity Threats and Cloud Services Are Changing 
the Way the Government Buys Technology from Commercial Companies, Briefing Papers, 
August 31.2017

Your Biggest Cybersecurity Threat: Failing to Plan, Nuix's "The Black Report", 2.21.2017

Cybersecurity, Electronic Data and the Closure of Coal Plants, Privacy and Security law 
Report, Bloomberg BNA, 9.29.2016

Cybersecurity Vendors Must Be Careful With New GSA Option, Law360, 9.2.2016

Untested in Battle—The Cybersecurity Insurance Policy War Exclusion, Bloomberg, 
2.22.2016

Cyber Threats Are On the Rise: Are You Covered?, American Public Power Association, 
2.17.2016

Academic Institutions Are Under Cyber Attack, University Business, 9.9.2015

Why More Restaurants Should Purchase Cyberinsurance, Law360, 5.21.2015

Gov’t Must Integrate Insurance With Cybersecurity, Law360, 7.2.2014

The Unsatisfactory Insurance Aspect of the Federal Government’s Cybersecurity Initiatives, 
Insurance Coverage Litigation, 5.13.2014

Blogs
Cybersecurity Maturity Model Certification (CMMC) Version .6: Another Step on the 
Department of Defense’s Long and Winding Cybersecurity Road, Government Contracts Law 
Blog, 11.22.2019

Integrating Cybersecurity Into M&A Compliance Reviews: Avoiding Hidden Cyber Risks in 
the Acquisition of Government Contractors, Government Contracts Law Blog, 9.23.2019

Cybersecurity—The Times (and Standards) They Are a Changin’—FAST!, Government 
Contracts Law Blog , 7.22.2019

Never Stop Never Stopping: Defense Department Quietly Unveils Proposed Cybersecurity 
Capability Model Certification Standards and Confirms the Allowability of Certain 
Cybersecurity Costs, Government Contracts Law Blog, 5.21.2019

Speaking Engagements
Breach: Before, During and After – Best Practices & Prevention Strategies, Federal 
Publications Seminars, 5.10.2024

C Suite Cyber Considerations and 2024 Projections, The Cyber Guild, 3.20.2024
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Breach: Before, During and After – Best Practices & Prevention Strategies, Federal 
Publications Seminars, 3.13.2024

Breach: Before, During and After – Best Practices & Prevention Strategies, Federal 
Publications Seminars, 3.13.2024

Hot Topics in Cyber Risk & Liability, ACCNJ, 11.9.2023

Breach: Before, During and After – Best Practices & Prevention Strategies, Federal 
Publication Seminars, 9.22.2023

CUI: To Protect It, You Have to Know What It Is, NDIA New England, 5.10.2023

2022 Judiciary Cybersecurity Summit, 2022 Judiciary Cybersecurity Summit, 10.7.2022

CMMC and Cyber Fraud: Costs of Non-Compliance, NDIA New England, 4.7.2022

Technology’s Impact on Criminal Tax Enforcement: IRS Cybercrimes 2022, Federal Bar 
Association’s Annual Tax Law Conference, 3.4.2022

The Exchange Data Privacy and Cybersecurity Forum, Today's General Counsel, 12.12.2019

Privacy Law 2.0: The Proactive Approach to GDPR, CCPA and Beyond, InsurTechNY & 
PrivacyTechNY, 12.10.2019

The Basics of IT Acquisition and Contracting, Federal Publication Seminar's Cybersecurity in 
Government Contracts Institute, 11.18.2019

Training on the US Market, Aéro Montréal, 11.4.2019

Using Research and Technology to Address Compounding Disparities, Government 
University Industry Research Roundtable , 10.15.2019

Back to the Future – Continuing Cybersecurity Challenges and Changes, 10.10.2019

Choosing a Cybersecurity Strategy: Rising Above Tactical Operations and Setting Up a 
Strategy from the Top Down, Federal Publication Seminars’ Cybersecurity Summit for 
Government Contractors, 10.8.2019

Cybersecurity Seminar, Rutgers Law School, 4.2.2019

Ethical Issues for Attorneys Arising Out of Cybersecurity, NJ Institute for Continuing Legal 
Education, 3.22.2019

Trending Developments in Government Contract Compliance and Cybersecurity, Public 
Contracting Institute, 3.20.2019

Trending Developments in Government Contract Compliance and Cybersecurity, Public 
Contracting Institute, 11.15.2018

DFARS 7012 Cyber Incident Response Liabilities and Strategies, Cyber Collaboration 
Center, 11.14.2018

Cybersecurity Litigation: Managing Risk In a Risky World, Indiana State Bar Association, 
10.11.2018

Understanding Cyber-Risk Insurance, the Market, the Gaps and the Fine Print, National 
Association of Corporate Directors New Jersey Chapter Webinar, 9.25.2018

DC Cyber Defense GovCon Summit, NeoSystems & Business Matchmaking, August 23.2018

Trending Developments in Government Contracts Compliance and Cybersecurity, Public 
Contracting Institute, 5.6.2018
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Cybersecurity and the Internet of (Health) Things: Risk Management in Health Care, Ohio 
Hospital Association, 5.4.2018

DFARS Cybersecurity 2.0: The Year of Continuous Monitoring, NDIA New England, 
5.24.2018

mHealth Technology and Health Social Media: Safeguarding Consumer Data in a Wearable 
World, ICLEF , 5.23.2018

“The Exchange” Data Privacy and Cybersecurity Forum, Today's General Counsel Institute, 
5.23.2018

GLBA and GDPR: What Do They Mean for Higher Education?, Independent Colleges of 
Indiana, 5.4.2018

Cybersecurity and the Internet of (Health) Things: How IoT Devices are Transforming 
Provider IT Networks, Indiana Health Information Management Association (IHIMA), 
4.24.2018

“The Exchange” Data Privacy and Cybersecurity Forum, Today’s General Counsel, 
4.24.2018

DFARS Cybersecurity Final Check + What You Have Missed With NIST, National Contract 
Management Association (NCMA) Boston Chapter and National Defense Industrial 
Association (NDIA) New England, 12.7.2017

“The Exchange” Data Privacy and Cybersecurity Forum, Today’s General Counsel Forum, 
11.15.2017

Cybersecurity and the Internet of Health Things: Smart Devices, Smart Solutions, Ohio 
Hospital Association, 5.12.2017

McCarter Leads NDIA Conference on Compliance with DoD Cybersecurity Contractor 
Requirements, NDIA New England, 5.23.2017

Complying with the New FAR and DFARS Cybersecurity and Reporting Requirements, 
Massachusetts Procurement Technical Assistance Center (PTAC) Webinar, 5.18.2017

Threats at the Border of Policies and Procedures, NDIA New England Chapter, 5.16.2017

Reading the Tea Leaves, NIST, FIPS, DFARS, and FAR, NDIA New England Chapter, 
5.16.2017

Exporting Data, Importing Trouble, NDIA New England Chapter, 5.16.2017

“The Exchange” Data Privacy and Cybersecurity Forum, Today’s General Counsel, 
4.26.2017

NCMA Pentagon Chapter: Trending Developments in Government Contract Compliance and 
Cybersecurity, Public Contracting Institute, 4.20.2017

Understanding Cyber Threats: Help Prepare Your Business, Delaware Business Times, 
4.12.2017

Trending Developments in Government Contract Compliance and Cybersecurity, Public 
Contracting Institute, 12.14.2016

The Exchange” Data Privacy and Cybersecurity Forum, Today’s General Counsel Magazine, 
11.16.2016

Lessons From The Front Page: Managing Cybersecurity Risks And Staying Out Of The 
News, Thomson Reuters, 10.27.2016
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Cyber Risk Mitigation and Cloud Computing, American Bar Association 2016 Fall 
Conference, 10.21.2016

Managing Cyber Risk: How to Prevent Collateral Damage to Your Business During a Cyber 
Incident, cyberSecure 2016, 9.28.2016

Cybersecurity and Cloud Computing Policy, Regulations, and Practices in the United States, 
10th Annual Information Governance and e-Discovery Summit, 5.21.2016

Cybersecurity and IT Acquisition: Threats, Laws and Best Practices, Federal Publications 
Seminar , 5.18.2016

The 21st Century Imperative: Cybersecurity, Butler University, 2.26.2016

Importance of Data Security in Health Care: How Privacy Breaches and Security Incidents 
Impact Patients and Providers, 12.10.2015

Hot Legal Issues for Tech Companies in 2015-2016: Export Controls, Cyber-Incident 
Reporting & Protecting Federally Funded IP, Smaller Business Association of New England 
(SBANE), 11.10.2015

Mitigating Risk of Cyber Security and IT Breaches: Establishing Protocols for Effective 
Vendor Due Diligence and Ownership of Custody of Client Assets (Intermediate), NRS 
Cybersecurity, Technology and Marketing Compliance Forum 2015, 9.16.2015

Impact of Data Security on Medical Identity Theft and Patient Disclosures, and OCR HIPAA 
Enforcement Update, Indiana State Bar Association, 9.11.2015

Cyber Risk: Views from the Top, 7.22.2015

Data Privacy & Cybersecurity: The Risk You Cannot Ignore, Home Care Association of NJ - 
2015 Annual Conference, 5.11.2015

Data Privacy & Cybersecurity: The Risk You Cannot Ignore, Home Care Association of NJ, 
5.7.2015

Cyber Risk Insurance: Policies, Claims and Coverage, Seton Hall University School of Law 
CLE Event, 2.24.2015

Data Security in Cloud Transactions: Contracting Nuts & Bolts, Race to the Finish Line: 
McCarter & English December CLE Series (Newark), 12.3.2014

Regulation S-ID: Identity Theft Red Flag Rules: Going Beyond a Simple Identify Theft 
Program – What Else is Involved?, NRS 29th Annual Fall Investment Adviser & Broker-
Dealer Compliance Conference, 11.12.2014

Customer Identity and Anti-Money Laundering, NRS 29th Annual Fall Investment Adviser & 
Broker-Dealer Compliance Conference, 10.28.2014

Meeting the Cybersecurity Challenge, National Regulatory Services, 7.10.2014

Breakfast with McCarter: Cybersecurity Threats-Liability, Damages & Insurance, 5.2.2014

Webinars
Legal and Compliance Risks Raised by the Use of Tracking Technologies on Hospital 
Websites, New Jersey Hospital Association, 4.30.2024

CMMC Update: Understanding Controlled Unclassified Information (CUI), NDIA, 4.23.2024

CMMC Update: Understanding Controlled Unclassified Information (CUI), NDIA, 3.22.2024

Cyber Risk and Liability, HFMA New Jersey, 3.20.2024
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Artificial Intelligence Means Real Money: What Government Contractors Need to Know About 
the AI Revolution, Public Contracting Institute, 2.22.2024

Government Contract Compliance and Cybersecurity, George Mason University, 2.21.2024

Supply Chain Management and Cybersecurity Updates, Federal Publications Seminars, 
12.14.2023

Understanding DoD Assessment Requirements, Federal Publications Seminars, 12.7.2023

The Cyber War Exclusion: Why is This Topic Causing Such Controversy?, American College 
of Coverage Counsel, 10.11.2023

Government Contract Compliance and Cybersecurity, George Mason Continuing and 
Professional Education, 9.26.2023

2024: The Year of Testing Cyber Defenses, Federal Publications Seminars, August 10.2023

Understanding Cyber Insurance: What Every Attorney Should Know, NJSBA, 5.22.2023

Software Bill of Materials, Public Contracting Institute, 5.4.2023

Cybersecurity: Supply Chain Management, Federal Publications Seminars, 12.16.2022

Breach: Before, During and After – Best Practices & Prevention Strategies, Federal 
Publications Seminars, 12.9.2022

The Basics of IT Acquisition and Contracting, Federal Publications Seminars, 12.6.2022

Understanding DoD Assessment Requirements: -7019, – 7020, CMMC, and Beyond, Federal 
Publications Seminars, 12.2.2022

Updates from the Office for Civil Rights: HIPAA Happenings in 2022 and What to Expect in 
2023, McCarter & English CLE Virtual Series, 12.1.2022

Cloud Security and FedRAMP, Federal Publications Seminars, 11.18.2022

Practical Matters: Cybersecurity Laws and Regulations, George Mason University, 
11.15.2022

Fundamentals of Cybersecurity, Federal Publications Seminars, 11.4.2022

Achieving ITAR Compliance with End-to-End Encryption, PreVeil, 10.26.2022

The XYZs of Cybersecurity and CMMC, Rhode Island PTAC, 10.18.2022

Tying It All Together: Managing Risk and Compliance with Internal or External Resources, 
Federal Publications Seminars, 10.11.2022

What is Cybercrime? Effects, Examples and Prevention, NJ Judiciary Cybersecurity Summit 
2021, 10.29.2021

Data Abduction: Combatting and Limiting Ransomware Risks, Public Contracting Institute, 
August 23.2021

The New Hostage Crisis: How Federal Contractors Can Reduce Ransomware Risks, 
Coalition for Government Procurement, August 12.2021

Deep Dive: Swimming in and Surviving the Executive Order on Improving the Nation’s 
Cybersecurity, Public Contracting Institute , 7.6.2021

A Vacationer’s Guide to the Executive Order on Improving the Nation’s Cybersecurity, The 
Coalition for Government Procurement, 5.3.2021
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Government Contracting Executive Briefings Series: DFARS & CMMC Cybersecurity 
Requirements, George Mason University Continuing and Professional Education, 3.18.2021

Cybersecurity: Assessments and Supply Chain Management, Federal Publications Seminars, 
2.23.2021

Understanding DoD Requirements for CMMC, Federal Publications Seminars, 2.16.2021

Government Contract Compliance and Cybersecurity, George Mason University Continuing 
and Professional Education, 2.16.2021-2.17.2021

Cloud Security and FedRAMP, Federal Publications Seminars, 2.9.2021

Cloud Security Fundamentals and FedRAMP Compliance, Federal Publications Seminars, 
2.4.2021

Introduction to Cybersecurity, Federal Publications Seminars, 2.2.2021

NDIA Cybersecurity and CMMC Implementation Webinar, National Defense Industrial 
Association (NDIA) New England, 1.29.2021

NDIA Cybersecurity and CMMC Implementation Webinar, National Defense Industrial 
Association (NDIA) New England, 12.11.2020

A Market with Potential: Defence (Training on the American Market), Aéro Montréal, 
11.10.2020

Introduction to Cybersecurity Series – Supply Chain Management, Federal Publications 
Seminar, 10.9.2020

Shake, Rattle & Roll: Challenging the Fundamental Laws of the Internet, Kings County 
Washington Bar Association , 10.1.2020

Shake, Rattle & Roll: Challenging the Fundamental Laws of the Internet, Wharton Club of 
New Jersey, 9.16.2020

The Basics of IT Acquisition and Contracting: Hardware, Software, Software Development, 
Open Source Hardware and Software and Continuous Monitoring Platforms, Federal 
Publications Seminars, August 12.2020

Building a Compliance Roadmap for Cybersecurity Maturity, Public Contracting Institute, 
7.27.2020

Cybersecurity Maturity Model Certification (CMMC): Your Questions Answered, AFCEA 
Small Business Committee, 3.19.2020

CMMC Ready: Cybersecurity Strategies for Exporters, Massachusetts Export Center, 
2.27.2020

Trending Topics in Cybersecurity, Public Contracting Institute, 2.19.2020

Catching the Next Wave of DFARS Cybersecurity Compliance, Federal Publications 
Seminars, August 22.2019

Understanding Cyber-Risk Insurance, the Market, the Gaps and the Fine Print, National 
Association of Corporate Directors New Jersey Chapter Webinar, 9.25.2018

GDPR – What if it DOES apply to you?, National Compliance Service Regulatory Compliance 
Webinar, 5.12.2018

Internet of Things’ Privacy and Security Primer: What Every Privacy and Compliance Officer 
Should Know, National Lorman Live Webinar, 5.17.2017
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Data Breaches and Cyber Security – A Deeper Dive, American Bar Association Webinar, 
2.21.2017

Data Security and Privacy Service for Higher Education, 11.18.2016

Cybersecurity in Health Care: Addressing the Threat Landscape and Implementing a Security 
Management Process, National Lorman Webinar, 10.26.2015

Podcasts
Decoding CMMC Compliance for Government Contractor Data, Protiviti Legal Perspectives, 
3.13.2024

Videos
Security Matters, Think Tech Hawaii , 3.10.2020

After Equifax Breach, How Worried Should You Be About Your Personal Information?, NJTV 
News, 9.12.2017

Cyber Risks Facing Utilities and Other Businesses Today, 10.31.2014

Quoted
Vin Mauro, Jr. Discusses Upcoming Provisions to Connecticut Data Privacy and Safety Laws, 
Law360, 1.1.2024

Canceled $5B Air Force Deal May Be Susceptible to Protests, Law360, 9.25.2023

Quarterly Cyber Insurance Update: August 2023, The Wall Street Journal, August 30.2023

Cyberattack Rule Raises Insurance Risks for Corporate Officers, Bloomberg Law, August 
15.2023

New Biden Cybersecurity Memo May Sow Agency Confusion, Law 360, 1.26.2022

Some Small Law Firms Think They’re Not on the Radar for Cyberattacks—They’re Wrong, 
New Jersey Law Journal, 3.22.2021

Contractors Seek Clarity on DOD Cybersecurity Rule, Law360, 9.29.2020

DOD Cybersecurity Rollout May Be Delayed By COVID-19, Law360, 5.22.2020

CMMC Audit Process Remains a Mystery in DOD Cybersecurity Plan, Law360, 2.5.2020

DoD’s Haste May Spell Turbulent Start for Cybersecurity Plan, Law360, 10.24.2019

Small Businesses Main Focus of New Cybersecurity Rules, FifthDomain.com, 10.9.2019

Will DoD’s New Cyber Rules Crush Small Business?, Federal Computer Week, 9.11.2019

Buying Or Selling a House? Here’s How to Avoid Fraud Scams, Forbes, 5.7.2019

From Hacking to Healthcare: McCarter & English Attorney Says Advancing Medical 
Technology Paints Big Cybercrime Bull’s-Eye on Industry, ROI-NJ, 2.15.2019

Hackers Beware: Courts in NJ Extend Jurisdiction, New Jersey Law Journal, 5.29.2017

No Clarity on the Horizon for Anti-Drone Technology, Law360, 5.9.2017

New SINs Could Cause Trouble for Some Contractors, Federal News Network, 9.29.2016

How Much Credit Monitoring Are You Entitled to After a Data Breach, Credit.com, 12.16.2015
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First Step in Flying a Drone Begins on Land, NJTV, 12.16.2015

Demise of Int’l Data Sharing Pact Opens New Liability Frontier, Law360, 10.6.2015

$30M Hacking Case Signals NJ Prosecutors’ Cybercrime Push, New Jersey Law Journal, 
August 14.2015

Universities ‘Peculiar Creatures’ in Cybersecurity World, New Jersey Law Journal, 5.21.2015

RadioShack Bankruptcy to Test Shelf Life of Privacy Vows, Law360, 4.3.2015

For Companies, Cybersecurity Is a Cost-Benefit Analysis, New Jersey Law Journal, 
2.26.2015

Data Breaches Bring Business to Cybersecurity Practices, Connecticut Law Tribune, 
2.18.2015

The Cost of Cybersecurity: Risks and Responses on the Rise, The Legal Intelligencer, 
2.17.2015

Cybersecurity Practices Booming in Era of the Breach, The Legal Intelligencer, 2.10.2015

Client Cybersecurity Demands Drive Burgeoning Practices, New Jersey Law Journal, 
2.6.2015

Obama’s Hacking Law Cold Comfort for Corporate Targets, Law360, 1.21.2015

Courts Up E-Filing Security to Shield Lawyers’ Personal Data, New Jersey Law Journal, 
10.23.2014

Universities Help Drive Need for Data-Security Advice, New Jersey Law Journal, 10.3.2014

Apple, Google to Face Legal Backlash to Encryption Plan, Law360, 9.25.2014

Bogus Court-Appearance Notices Can Email Viruses, Lawyers Told, New Jersey Law 
Journal, 1.27.2014


